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What is SASE ?

Secure Access Service Edge

A cloud service that combines
network and security technologies
to provide secure network services

to users wherever they connect
From. SASE was coined by Gartner
market analyst Neil MacDonald in

2019.
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How do you access SASE

1@ FortiClient - Zero Trust Fabric Agent

File Help
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Secure Public and Private Access
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Always-ON VPN ZTNA

Endpoints are always connected to SASE.
Both Internet and Private network traffic
flow through the SASE Cloud. Firewall policy
and inspection are always applied.

FortiClient devices and be inspected for
compliance with policies. Authorizing the
device, and checking the device’s health
along with the user provides a complete
security posture

No On-Prem SSL VPN Single Point of Policy

Users and devices are connected and User — Who and what factors
authenticated in the cloud. IPSEC tunnels End Point - Configuration and health
traffic back to on-prem resources. This can Device Access— What access is provided
be part of your SD-WAN per edge device

Firewall Policy granular control

Digital Experience Monitor




Let’s Look at the Portal

SASE WiFi Info:
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Questions and Answers
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